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REPUBLIC OF ALBANIA 

NATIONAL CYBER SECURITY AUTHORITY 

 

 

DIRECTIVE 

No.___, date__.__.2025 

 

ON 

“THE PROCEDURE AND CRITERIA FOR THE APPLICATION AND 

REGISTRATION OF CONFORMITY ASSESSMENT BODIES WITH THE 

NATIONAL CYBER SECURITY AUTHORITY” 

 

In support of point 2 of article 42 of the law no. 25/2024 "On Cyber Security",  

  

IT IS HEREBY DIRECTED: 

 

1. All legal entities, whether domestic or foreign, seeking registration with the National 

Cyber Security Authority, as Conformity Assessment Bodies for the purpose of 

conducting conformity assessments and testing of ICT products, services and 

processes, as well as the assessment of cybersecurity measures implemented by 

critical and important information infrastructures, must fulfil the following criteria: 

a) be accredited by the competent accreditation Authority; 

b) be registered with the National Business Centre as a legal entity with active status; 

c) not be under criminal prosecution; 

ç) not be in ongoing judicial proceedings related to the exercise of the activity; 

d) not be convicted by the judicial bodies; 

dh) have no unpaid tax liabilities;  

e) not be undergoing bankruptcy or liquidation proceedings; 

ë) be legally, financially, and decision-making independent from any organization, 

ICT product, ICT service, or ICT process subject to its assessment; 

f) not be in the process of compulsory execution for unpaid property liabilities at the 

Judicial Enforcement Office;  

g) Employ competent and qualified personnel possessing the necessary technical 

expertise and knowledge relevant to the specific field of conformity assessment; 

gj) possess the organizational, technical and physical capacities and abilities and meet 

the established standards for the recognition, storage and administration of 

classified information in accordance with the applicable legislation on classified 

information; 

h) Employ personnel who meet the required conditions for the recognition, storage, 

administration and transfer of classified information in accordance with the 

applicable legislation on classified information; 



 

2. In order to be registered with the National Cyber Security Authority as a Conformity 

Assessment Body, the legal entity must submit the following documents: 

 

a) the accreditation certificate issued by the competent accreditation authority in the 

Republic of Albania or by an internationally recognized body; 

b) an extract from the National Business Centre, confirming that the company has an 

active status; 

c) an attestation issued by the Prosecutor's Office at the Courts of competent Jurisdiction 

confirming that no criminal proceedings related to the entity’s activity has been 

initiated against the it; 

ç) an attestation issued by the Court of competent Jurisdiction that the entity is not 

involved in any ongoing judicial proceedings related to its activity; 

d) a criminal record attestation indicating that the entity is not convicted; 

dh) an attestation issued by tax authorities where the entity is registered, confirming 

that there are no unpaid tax liabilities; 

e) the company’s statute and act of incorporation;   

ë) an attestation issued by the Enforcement Office that the entity is not in the process 

of executing deductible assets;  

      f) an attestation confirming that the entity is not undergoing bankruptcy proceeding; 

      g) the Industrial Security Certificate (ISC) issued by the competent authority for 

classified information in the Republic of Albania. 

      gj) A list of employees, including their respective official functions, for whom the 

entity has submitted a request to the National Authority for Classified Information 

Security (AKSIK) for the issuance of Personnel Security Certificates (PSC), in 

accordance with the applicable legislation on classified information in the Republic 

of Albania; 

3. The documents referred to in point 2 of this instruction must be either originals or 

certified true copies of the originals and must be issued within the last three months 

by the competent bodies. 

4. The submission of the documentation by the conformity assessment bodies according 

to point 2 of this instruction shall be carried out via official mail or delivered in person 

to the National Cyber Security Authority; 

5. The deadline for the review of the documentation by the Authority is 30 days from 

the submission. In case of missing documentation, the conformity assessment body 

shall be notified and granted a 15-day period for completing the deficiencies in the 

documentation. 

6. If, upon the expiration of the 15-day period specified in point 5 of this guideline, the 

documentation required under point 2 remains incomplete, the Authority shall issue 

a formal response denying the registration of the Conformity Assessment Body, 

including the respective reasons for such decision. 

7. When the Authority ascertains the fulfilment of the criteria according to this 

instruction, it proceeds with the registration of the entity to exercise the activity as a 

conformity assessment body and notifies the entity of its registration within 7 days. 

8. The list of conformity assessment bodies is approved by order of the Director General 

and published on the official website of the authority. 



The National Cyber Security Authority is charged with the implementation of this 

instruction. 

 

 

 

 GENERAL DIRECTOR 
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